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Professional Summary

· 6 years of experience in DevOps, Cloud Computing, CI/CD Automation, and Infrastructure as Code (IaC).
· Expertise in AWS services: EC2, S3, EBS, VPC, ELB, AMI, IAM, Route 53, RDS, CloudFormation, CloudTrail, CloudWatch, and Security Groups.
· Strong hands-on experience with Ansible, Terraform, CloudFormation, Pulumi, and configuration management tools like Chef, Puppet, and SaltStack.
· Extensive experience with Kubernetes (EKS, AKS), Docker, Helm, and container orchestration.
· CI/CD pipeline implementation using Jenkins, Concourse, Harness CI with automated rollback strategies.
· Proficiency in scripting languages: Shell, Python, Go, Perl, Bash for automation.
· Experience with Git, Bitbucket, SVN, and using Nexus, JFrog for artifact management.
· Strong knowledge of security best practices, SSL/TLS configuration, AWS Security Hub, Snyk, and role-based access control (RBAC).
· Good Exposure on Virtualization, Containers (Docker) and Hypervisors – ESXI and ESX.
· Implemented Terraform, CloudFormation, and Pulumi to automate infrastructure provisioning, ensuring scalable, repeatable, and cloud-agnostic deployments with infrastructure as code (IaC) best practices.
· Worked on web servers such as Apache and application servers such as Web logic, Tomcat, Web sphere, and JBOSS to deploy code.
· Extensively worked on Jenkins, Concourse and Harness CI for installing, configuring, and maintaining continuous integration (CI) and Continuous Delivery and for End-to-End automation of all builds and deployments.
· Extensive experience with software Build automation and standardization tools such as ANT and Maven.
· Implemented comprehensive monitoring and observability solutions using New Relic, Grafana, Dynatrace, and ELK, enabling real-time performance tracking, log analysis, and proactive alerting for infrastructure and applications.

Technical Skills
	Category
	Tools & Technologies

	Cloud Computing
	AWS (EC2, S3, EBS, VPC, ELB, IAM, Route 53, CloudFormation), Azure

	Version Control
	Git, Bitbucket, SVN, Mercurial

	CI/CD Tools
	Jenkins, Concourse, Harness CI

	Orchestration
	Kubernetes (EKS, AKS), Docker Swarm

	Monitoring & Logging
	New Relic, Grafana, Prometheus, ELK, Splunk

	Scripting & Automation
	Shell, Python, Go, Perl, Bash

	Infrastructure as Code (IaC)
	Terraform, CloudFormation, Pulumi

	Configuration Management
	Ansible, Chef, Puppet, SaltStack

	Build & Deployment
	Maven, Ant, Visual Build, Harness CI

	Databases
	SQL Server, Oracle, MongoDB, PostgreSQL

	Web & App Servers
	Apache Tomcat, WebLogic, WebSphere, JBoss

	Programming Languages
	Java, .NET



MGM Resorts International, Dallas, TX
Senior DevOps/Cloud Engineer				                                                              Oct 2024 – Present
Responsibilities:

· Hands on experience in provisioning Amazon Web Services (AWS) and good knowledge of AWS services such as EC2, Elastic Load-balancers, Elastic Container Service (Docker Containers), S3, Elastic Beanstalk, Cloud Front, Elastic File system, VPC, Route53, Cloud Watch, Cloud Trail, Cloud Formation and IAM.
· Configured wildcard certificates in AWS CloudFront, ALB (Application Load Balancer), and API Gateway to enable HTTPS encryption for hundreds of domains.
· Developed Ansible playbooks to automate the entire deployment process and infrastructure admin tasks.
· Integrated SonarQube with Concourse, automating code scanning and enforcing quality gates before deployment.
· Managed containerized applications using Docker and Kubernetes, optimizing resource utilization and scalability while ensuring high availability and fault tolerance.
· Utilized SaltStack for managing and scaling infrastructure in cloud environments in AWS environment.
· Implemented CI/CD using Concourse and for automated rollback.
· Defined AWS Security Groups which acted as virtual firewalls that controlled the traffic allowed to reach one or more AWS EC2 instances.
· Worked with Docker images, the Docker hub, and Docker registries; installed and configured Kubernetes and clustered them. Used Docker and Kubernetes to manage microservices for the development of continuous integration and continuous delivery.
· Worked on Multiple AWS instances, setting the security groups, Elastic Load Balancer and AMIs and Auto scaling to design cost effective, fault tolerant and highly available systems.
· Configured Virtual Private Cloud (VPC) for different environments.
· Experience with MongoDB Atlas, including cluster setup, configuration, and management on the cloud.
· Utilized infrastructure as code (IaC) tools such as Terraform and CloudFormation to provision and manage Blue/Green deployments.
· Integrated CloudFront with AWS services like S3, EC2, and ELB to optimize content delivery and ensure high availability.
· Created Cloud Watch alerts for instances and used them in Auto-scaling launch configurations.
· Provided WLST and configured various WebLogic components/services via python script.
· Created scripts in bash and python to automate log rotation of multiple logs from web servers.
· Used Snyk CLI and API to perform on-demand security scans, identifying outdated libraries and dependency risks.
· Implemented a GIT mirror for SVN repository, which enabled users to use both GIT and SVN.
· Deployed JAVA/J2EE applications through Tomcat Application servers.
· Worked with a complex environment on Red Hat Linux and Windows Servers while ensuring that these systems adhere to organizational standards and policies.
· Configured AWS Route 53 DNS validation for automated and seamless certificate verification and issuance.
· Periodically audited SSL/TLS configurations using tools like Qualys SSL Labs, OpenSSL, and AWS Security Hub for compliance and vulnerability assessments.
· Automated application deployment in cloud using Docker’s Elastic Container Service Scheduler.

Environment: Docker, ECS, VPC, Qualys, Java, Cloudwatch, New relic, Terraform, Cloudformation, AMI, MongoDB, ELB, ALB, NodeJS, EC2, Cloudfront, Ansible, Concourse, Snyk




Starbucks, Seattle, WA
DevOps Engineer							                                      Nov 2023 – May 2024

Responsibilities:

· Coordinated with the Offshore and Onshore teams for Production Releases Launched Amazon EC2 Cloud Instances using Ubuntu/RHEL and Configured launched instances with respect to specific applications.
· Performed S3 buckets creation on policies and on the IAM role based polices and customized the JSON template.
· Implemented and maintained the monitoring and alerting of production and corporate servers/storage using AWS Cloud watch.
· Managed PostgreSQL database security by implementing role-based access control, encryption, and regular security audits.
· Implemented SonarQube for static code analysis, ensuring code quality and security compliance in CI/CD pipelines.
· Knowledgeable in debugging Helm deployments and fixing difficulties with charts and releases.
· Provided guidance and support to other teams on best practices for Kafka usage and integration.
· Managed servers on the Amazon Web Services (AWS) platform instances using Puppet and Chef Configuration management.
· Created and managed Kubernetes clusters with Elastic Kubernetes Service (EKS) from AWS CLI
· Managed on-site OS, Applications, Services and Packages using Chef and AWS for EC2/S3 and ELB with chef cookbooks.
· Experienced with Build Management Tools such as Ant and Maven for writing build.
· Performed Branching, Tagging and Release Activities on Version Control Tools such as GitHub.
· Proficient in monitoring and observability tools such as Prometheus, Grafana, and ELK stack, enabling real-time monitoring, alerting, and troubleshooting of cloud infrastructure and applications.
· Implemented Continuous Integration using Harness CI.
· Coordinated with the Offshore and Onshore teams for Production Releases
· Proficient at configuring MongoDB replica sets and sharded clusters to provide high availability and performance.
· Deployed Java applications on web application servers such as Apache Tomcat.
· Experienced in deployment of applications on Apache Web server, Nix and Application Servers such as Tomcat, JBoss.
· Implemented unit testing framework using Junit and Cucumber.
· Virtualized the servers using Docker for test and dev environment. Also, performed configuration automation using Docker containers.


Environment: EKS, Cloud watch, PostgreSQL, Chef, ELB, Helm, Linux, S3, Kafka, Puppet, Maven, Git, ELK, Grafana, Prometheus, Docker, Perl, Jenkins, Harness CI, Apache, Java, SonarQube, Mongodb


Infor, Hyderabad			
Build and Release Engineer                                                                                                                        June 2019 to Oct 2022

Responsibilities:
· Responsible for build and release of applications and writing automation scripts.
· Implemented Maven builds for creating JAR, WAR and EAR artifacts.
· Used Apache Ant to prepare and build war files for Java based web applications.
· Developed Ant Scripts and prepared build.xml file to build the applications.
· Worked on SVN for source code management, and implemented branching, tagging, merging, and applying patches while maintaining SVN repositories for multiple projects simultaneously.
· Making daily closing build & weekly build for the product.
· Developed Perl and shell scripts for code compilation and deployment process.
· Installation and Configuration of JBoss AS 4.x Tomcat 5.x, and HTTPD servers in production, development, and staging environments.
· Worked on Oracle Database server to create Database, migrate Data and execute data backup and restoration and to shrink space.
· Created and managed IAM roles for EC2, Lambda, and ECS to enable secure cross-service communication.
· Developed and deployed a New Relic monitoring and alerting solution from scratch using Terraform, ensuring automated and scalable observability.
· Created and managed Kubernetes clusters with Elastic Kubernetes Service (EKS) from AWS CLI
· Installed, monitored, and analyzed applications with tools such as JConsole, JVisualVM, JBoss ON for monitoring threads classes and CPU performance of the application.
· Installed Eclipse IBM memory analyzer for monitoring and analysis of Dumps generated during the time of issue for pinpointing the exact problem.
· Created the pipeline for Python, DotNet and Java Applications using Azure Cl Pipelines and Deployed the
microservices onto the Elastic Kubernetes Service (EKS) using Concourse.
· Installed and configured Oracle SOA on WebLogic Server.
· Configured Application Load Balancer (ALB) and Network Load Balancer (NLB) to manage and distribute ingress traffic efficiently.
· Defined Custom Ingress Rules in Kubernetes to enable path-based and host-based routing for microservices.
· Used Amazon SNS to fan out messages to multiple SQS queues for parallel processing. Integrated Open Telemetry for distributed tracing and enhanced observability across microservices, improving debugging and performance monitoring.

Environment: ANT, Oracle, Concourse, Bash, RHEL, Ubuntu, Java, Shell, Tomcat, IBM, .NET, Python, JSP, ALB, NLB, Ingress, SNS, Lambda, SQS, Apache, Telemetry, Prometheus, Helm, Terraform.

Tech Mahindra, Hyderabad, India.
Role - SAP Basis Administrator                                                                                                                 May 2018 to May 2019

Responsibilities:

· Provided report preparation services for clients and worked with SAP to resolve issues.
· Performed general activities such as homogeneous system copies, applying support packs,
· Monitoring development, quality, and production environments, analyzing and monitoring system dumps, and upgrading various systems using SPAM and SAINT.
· Upgraded kernels of multiple ECC and NetWeaver servers to the then latest available versions.
· Configured SAP Early Watch alerts using SDCCN in Solution Manager.
· Addressed transport requests, troubleshot TMS problems and performed client administration activities.
· Configured RFCs between various systems and analyzed performance and connectivity issues.
· Applied SAP License and Maintenance certificates for ABAP and Java stacks.
· Upgraded SAP Solution Manager v7.1 from SP6 to SP10.


Education:
MS in Information Technology Management- Campbellsville University



